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GDPR Compliance
In an increasingly interconnected data-driven world, the General Data Protection Regulation 
(GDPR) has set a global benchmark for safeguarding personal data and upholding privacy 
rights. While rooted in the European Union, GDPR's influence extends far beyond its borders, 
guiding international organizations towards more responsible and transparent data practices.



With the recent introduction of the EU's AI Act, there is a growing focus on regulating AI 
technologies to align with GDPR principles, ensuring that innovation goes hand-in-hand with 
privacy and transparency.

Why GDPR compliance matters?
For businesses and professionals operating in the UAE, understanding and complying with 
GDPR is not just about meeting international standards – it is about building trust with 
clients and partners across the globe. Non-compliance can lead to significant risks, 
including financial penalties, legal action and damage to an organization's reputation. By 
organizing this event in Dubai, we aim to empower local businesses with the knowledge 
and tools needed to navigate the complexities of GDPR, ensuring that they remain 
competitive and compliant in an increasingly regulated digital world.



Our GDPR Compliance Training is meticulously designed to equip professionals with the 
knowledge and skills needed to lead their organization’s journey toward achieving and 
maintaining GDPR compliance. This program empowers you to not only meet these crucial 
regulatory requirements but also to champion the creation of a safer, more ethical digital 
environment on a global scale.



Covering everything from foundational concepts to in-depth details, this training offers a 
comprehensive exploration of GDPR complexities, preparing you for the pivotal role of a 
Data Protection Officer (DPO). Tailored for professionals seeking to build expertise in data 
protection, risk management, and privacy law, this program is your gateway to becoming a 
leader in the field.

About the Training Program

� Gain a competitive edge in the job market by earning a GDPR compliance credential�
� Develop a deep understanding of data protection laws and how to apply them�
� Enhance your professional credibility and open new career opportunities.

Benefits of the training
For Individuals:

� Ensure that your team is equipped to handle GDPR compliance efficiently�
� Reduce the risk of non-compliance and associated penalties�
� Strengthen your organization’s data protection framework and safeguard against breaches.

For Organizations:
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This training program distinguishes itself by blending rigorous academic content with 
practical, real-world applications. Our course developers and trainers bring extensive 
experience and continually update the curriculum to reflect the latest advancements in 
GDPR and AI-related regulations. The interactive nature of the training, featuring case 
studies and hands-on exercises, ensures that participants not only grasp the theoretical 
aspects but also gain the confidence to apply their knowledge in real-world scenarios.

Why choose this training program?



� DPO Responsibilities: Understand the functions, skillsets, and tasks of a DPO, and how to 
maintain independence and avoid conflicts of interest�

� Cross-Departmental Collaboration: Learn how to work effectively with IT, HR, and other 
departments to ensure compliance.

� GDPR Compliance Documentation: Get access to standard documents and examples that 
demonstrate GDPR compliance�

� Online Exam: Upon completing the course, participants will undergo an examination to 
validate their expertise.
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Demonstrating Compliance

The role of the Data Protection Officer (DPO)

This training is ideal for professionals across various fields who are involved in or responsible 
for data protection and compliance, including:

� Managers and Consultants: Seeking to support GDPR compliance efforts�
� DPOs and Compliance Officers: Charged with ensuring GDPR conformance�
� Information Security Teams: Focused on protecting personal data within the organization�
� Legal and HR Professionals: Needing to understand GDPR's impact on their roles.

Who should attend?

By the end of this training, participants will be able to:

� Interpret GDPR requirements and apply them within an organizational context�
� Perform the daily tasks of a DPO with competence�
� Develop and implement privacy policies that align with GDPR�
� Monitor and continually improve GDPR compliance efforts�
� Collaborate with supervisory authorities and manage data breach notifications effectively.

Learning Objectives



Day 1: Foundation Course Content

� Background and Terminology: Overview of key terms and context�
� Comparison of Data Protection Act and GDPR: Main differences between the 

two regulations�
� Data Subject Rights and Access Requests: Rights to personal data and 

procedures for accessing it�
� GDPR Privacy Rules: Marketing, breaches, and compliance requirements�
� Compliance Implementation: Includes Privacy by Design, Privacy Impact 

Assessments (PIA), data audits, policy updates, and staff training�
� Incident Response: Procedures for breach reporting and management�
� Scope of GDPR: Territorial reach and rules for international data transfers.

Detailed Course Outline

Day 2: Data Protection Officer (DPO) Course Content

� Introduction to DPO Certification: Overview of the certification process and its significance�
� Plan-Do-Improve Framework: Approach for implementing and enhancing GDPR compliance�
� GDPR Implementation and Monitoring: Refresher on executing and monitoring compliance�
� Roles and Responsibilities: Functions, tasks, and skills of the Data Protection Officer (DPO)�
� DPO Governance: Independence, relationships, and regulatory aspects�
� Data Controllers and Processors: Responsibilities and roles within the organization�
� GDPR Compliance Steps: Key steps for achieving GDPR compliance�
� Profiling and Automated Decisions: Understanding and managing these GDPR aspects�
� International Data Transfers: Rules and practices for transferring data across borders�
� Data Mapping and GAP Analysis: Identifying and addressing data flows and gaps�
� Audit and Certification: Ensuring compliance through audits and obtaining certifications�
� Supervisory Authorities and Codes of Conduct: Roles of supervisory authorities and 

adherence to codes of conduct.

After successfully passing the final examination, participants will receive a 
credential that attests to their expertise in GDPR compliance and data protection. 
This credential is recognized internationally and will enhance your professional 
profile, making you a valuable asset to any organization.
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2,500+ 

Professionals Trained 
and Certified

100+

Training Programs 
Conducted
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Kersi Porbunderwalla

About Partners
EUGDPR Institute | Denmark

About the Trainer

Kersi is the President and CEO of The EUGDPR Institute and Secretary - General of 
Copenhagen Compliance®. He is an advisor, a teacher, instructor, researcher, commentator 
and practitioner on Data Protection, Data Privacy, Governance, Risk Management, Compliance 
and IT security (GRC), Bribery, Fraud and Corruption (BFC) and Corporate Social/Stakeholder 
Responsibility (CSR) issues. He has more than 3 decades of experience in academics and the 
corporate world. Kersi conducts workshops and provides guidance on data governance and 
compliance issues. The list of his clients includes companies from global players to medium 
size companies like, Volvo, IBM, Shell, ExxonMobil, Lundin Mining, BP, The Tata Group and 
many more.

Secretary General Copenhagen Compliance

The EUGDPR Institute® is recognized for offering expert advice and practical solutions to 
help organizations navigate the complexities of GDPR compliance. Leveraging a global 
network of partners, the Institute provides tailored guidance, enabling businesses to focus 
on their core activities while it manages GDPR training and implementation for their staff.



As a leading think tank in Data Protection, Privacy, Governance, Risk Management, 
Compliance, and IT Security (GRC), the Institute is dedicated to delivering comprehensive 
training and certification programs for individuals, professionals, and companies. Their 
mission is to enhance corporate governance across various sectors and geographies by 
addressing data privacy and protection challenges through integrated GRC management.



The EUGDPR Institute® provides end-to-end frameworks and platforms, offering proven 
guidance that emphasizes transparency, accountability, and effective oversight. Their 
expertise covers critical areas such as internal controls, compliance and policy 
management, IT governance, cyber security, and sustainability management. By utilizing 
templates, roadmaps, and frameworks, the Institute aids organizations in optimizing their 
data privacy and protection strategies, thereby enhancing organizational ethics and value.
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Timesworld  | UAE, India & Canada

Founded in 2005, Timesworld has grown into a leading authority in data management, market 
research, analytics, and business intelligence solutions. With a strong commitment to best 
practices and a deep understanding of regional and global regulatory compliances, 
Timesworld is recognized as a pioneer and early adopter in integrating cutting-edge 
technologies like Artificial Intelligence across various industries.



At the forefront of AI induction, Timesworld works closely with global corporations and 
government entities, paving the way for responsible and compliant AI deployment. Their 
dedication to upholding the highest standards of regulatory and legal frameworks ensures 
that AI and data-driven technologies are implemented with utmost integrity and 
accountability.



Timesworld’s proprietary data frameworks, such as HUB360D, and their innovative approach 
to deploying cognitive solutions onto existing systems, demonstrate their unwavering 
commitment to enhancing business intelligence while adhering to stringent compliance 
requirements. With a strong global presence, including offices in Dubai, Canada, and India, 
and holding ISO 9001:2015 and ISO 27001:2022 certifications, Timesworld stands as a beacon 
of excellence in delivering cost-effective, technology-driven solutions that meet the highest 
regulatory standards.



As the organizer of this critical GDPR training event, Timesworld leverages its vast expertise 
to empower organizations to make informed, data-driven decisions that drive growth while 
ensuring full compliance with evolving global standards.  By organizing this GDPR event in 
Dubai, Timesworld continues to lead the charge in providing innovative solutions that 
empower businesses to thrive in a rapidly evolving digital landscape, all while maintaining a 
steadfast commitment to regulatory compliance and ethical practices.

For more information or to enroll in the training program, 
please visit our website or contact us directly.

https://events.timesworld.net/gdpr/sep24



events.gdpr@timesworld.net



+971 (4) 250 8130

https://events.timesworld.net/gdpr/sep24
mailto:events.gdpr@timesworld.net
https://+97142508130


Thank you

Timesworld is certified for ISO 9001:2015 and ISO 27001:2022.

Timesworld is registered with the ICA Data Protection Act 2018 No. ZA473769 
and EU-GDPR knowledge certified by Information Security Institute & endorsed 
by European  Risk Policy Institute. Timesworld is a corporate member of 
ESOMAR (European Society for Opinion and Market Research).

www.timesworld.com

UNITED ARAB EMIRATES . INDIA . CANADA

www.eugdpr.institute

DENMARK

The EUGDPR Institute offers training, awareness and knowledge  sharing 
through web-based training programs, e-learning, events through  conferences, 
training workshops, seminars on several GDPR issues and  mandates.


